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1. Geltungsbereich
Die Zuger Kantonalbank (nachfolgend «Bank» genannt) stellt ihren 
Kunden und von diesen bevollmächtigten Personen (nachfol- 
gend «Benutzer» genannt) verschiedene Informationen und Dienst-
leistungen via die ZugerKB Banking App (nachfolgend «App» ge
nannt) zur Verfügung. Mit der Nutzung der App erklärt der Benut-
zer sich mit den nachfolgenden Nutzungsbedingungen und 
rechtlichen Information einverstanden.

Die in der App angebotenen Funktionen und Dienstleistungen 
beziehen sich auf Bankgeschäfte, die ihre Grundlage in separaten 
Verträgen oder Geschäftsbedingungen (Allgemeine Geschäfts
bedingungen, Depotreglement der Bank usw.) haben. Im Anwen-
dungsbereich der App gehen die vorliegenden Bestimmungen  
allfälligen abweichenden Regeln der erwähnten Verträge oder 
Geschäftsbedingungen der Bank vor.

Für einzelne weitere gegenwärtige und künftige elektronische 
Dienstleistungen (z. B. eBill und weitere Services) gelten die  
jeweiligen Bedingungen, die über den entsprechenden Kanal  
einsehbar sind und denen der Benutzer bei entsprechender  
Nutzung und sofern notwendig separat zustimmt.

2. Zugang/Legitimationsmittel
Der Zugang des Benutzers zur App erfolgt mittels Logins in der 
App. Die Beschaffung, Installation und Konfiguration des  
Endgeräts und allfälliger weiterer Software unterliegen der voll- 
umfänglichen Verantwortung des Benutzers. Soweit gesetz- 
lich zulässig übernimmt die Bank weder für Provider noch für die 
erforderliche Hard- und Software sowie für deren Fehler- 
freiheit Gewähr.

Den Zugang zur App erhält, wer sich bei der Benutzung jeweils 
identifiziert und somit als Benutzer legitimiert. Die Bank behält sich 
die jederzeitige Änderung der Identifikationsmittel vor. Der 
Benutzer erhält ein Initial-Passwort von der Bank zugeteilt, welches 
er unverzüglich nach Erhalt zu ändern hat.

Wer sich mit den Legitimationsmitteln legitimiert, gilt der Bank ge- 
genüber als Berechtigter zur Benutzung der App. Die Bank  
darf ihn daher, unabhängig von seinem internen Rechtsverhältnis 
zum Kunden und ungeachtet anderslautender Handelsregis
tereinträge, Veröffentlichungen oder Regelungen auf den Unter-
schriftendokumenten der Bank sowie ohne weitere Überprü- 
fung seiner Berechtigung per App zum Beispiel über Konten/
Depots Abfragen tätigen bzw. verfügen lassen oder von ihm  
Aufträge und Mitteilungen entgegennehmen. Die Bank hat indes-

sen das Recht, jederzeit und ohne Angabe von Gründen die 
Erbringung von Dienstleistungen in der App, im Besonderen das 
Erteilen von Auskünften sowie die Entgegennahme von Instruk
tionen, Aufträgen und Mitteilungen des Benutzers, abzulehnen 
und darauf zu bestehen, dass sich der Benutzer in anderer  
Form (zum Beispiel durch Unterschrift oder durch persönliche Vor-
sprache) legitimiert.

Der Kunde anerkennt vorbehaltlos alle verbuchten Transaktionen, 
die mittels Benutzung der App in Verbindung mit seinen oder  
den Legitimationsmerkmalen seiner Bevollmächtigten getätigt wor-
den sind. Desgleichen gelten sämtliche Instruktionen, Aufträge 
und Mitteilungen, die die Bank auf diesem Weg erreichen, als vom 
Benutzer verfasst und autorisiert und elektronisch bereitgestellte 
Dokumente als vom legitimierten Benutzer rechtmässig bezogen. 
Die Bank gilt als berechtigt, im Rahmen des üblichen Geschäfts-
gangs über die App eingehende Weisungen auszuführen sowie 
den Instruktionen und Mitteilungen nachzukommen.

3. Sorgfaltspflichten des Benutzers
 
a) im Zusammenhang mit den Legitimationsmitteln 
Der Benutzer ist verpflichtet, sämtliche Identifikationsmerkmale ge- 
heim zu halten, diese besonders sorgfältig und voneinander 
getrennt aufzubewahren und gegen missbräuchliche Verwendung 
durch Unbefugte zu schützen. Insbesondere darf ein Passwort 
nicht aufgezeichnet, ungeschützt auf einem Endgerät des Benut-
zers oder auf eine andere leicht zugängliche Weise abgelegt 
werden. Ebenso wenig dürfen die Legitimationsmittel Dritten aus-
gehändigt (weder mündlich noch schriftlich noch elektronisch) 
oder sonst wie zugänglich gemacht werden. Beispielsweise sind 
E-Mails, die angeblich von der Bank stammen und den Be- 
nutzer zur Eingabe seiner Legitimationsmittel auffordern oder Links 
zu Login-Seiten enthalten (sogenannte Phishing-Mails), sofort  
zu löschen. Die Bank fordert den Benutzer niemals per E-Mail auf, 
persönliche Daten online einzugeben oder zu aktualisieren. 

Besteht Anlass zur Befürchtung, dass unberechtigte Drittpersonen 
Kenntnis vom App-Passwort des Benutzers erlangt haben, so  
ist der Benutzer verpflichtet, das Passwort unverzüglich zu ändern. 
Ist dies nicht möglich, muss der Benutzer den Zugang zu den  
entsprechenden Dienstleistungen in der App unverzüglich durch 
die Bank sperren lassen.

Nutzungsbedingungen für die ZugerKB Banking App
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Der Kunde trägt und übernimmt sämtliche Risiken und Schäden 
(Eigen- und Drittschäden), die sich aus der Preisgabe oder  
aus der – auch missbräuchlichen – Verwendung seiner oder der 
Identifikationsmerkmale seiner Bevollmächtigten ergeben. 

b) im Zusammenhang mit dem Endgerät des Benutzers 
Der Benutzer ist verpflichtet, die Sicherheitsrisiken eines unberech-
tigten Zugriffs auf sein Endgerät durch den Einsatz geeigneter 
Schutzmassnahmen zu minimieren. Insbesondere müssen Betriebs-
system und App aktuell gehalten werden, das heisst, die von  
den jeweiligen Anbietern zur Verfügung gestellten oder empfoh-
lenen Softwareaktualisierungen und Sicherheitskorrekturen  
sind vom Benutzer umgehend zu installieren und Warnungen zu 
beachten. Ausserdem sind die üblichen Schutzmassnahmen  
einzusetzen und stets zu aktualisieren. 

Besteht Anlass zur Befürchtung, dass unberechtigte Drittpersonen 
Zugang zum Endgerät des Benutzers erlangt haben, so ist der 
Benutzer verpflichtet, sofort den Zugang zur App zu beenden und 
nicht wiederherzustellen sowie, wenn notwendig, das Endgerät 
ausser Betrieb zu setzen, bis keinerlei Risiko mehr besteht. Die Bank 
ist umgehend zu informieren.

Die Beschaffung, Installation und Konfiguration des Providers  
(z. B. Internetzugangsprovider, Telekommunikationsdienstleister), 
des Endgeräts, der Hard- und Software unterliegt der voll- 
umfänglichen Verantwortung des Benutzers. Insbesondere sind 
Urheberrechte, Markenrechte und weitere Immaterialgüter- 
rechte zu wahren.

c) im Zusammenhang mit Dateneingaben 
Hat der Benutzer der Bank über die App einen Auftrag (Zahlungs-, 
Börsenauftrag usw.) erteilt und ist nach Auftragserteilung für  
den Benutzer feststellbar, dass der Auftrag von der Bank nicht 
oder nur teilweise auftragsgemäss ausgeführt werden kann,  
ist der Benutzer verpflichtet, bei der Bank umgehend eine entspre-
chende Reklamation anzubringen. 

d) weitere Pflichten
Im Schadenfall hat der Kunde nach bestem Wissen zur Aufklärung 
des Falls und zur Schadensminderung beizutragen. Bei straf- 
baren Handlungen hat der Kunde Anzeige bei der Polizei zu 
erstatten.

Der Kunde trägt die umfassende Verantwortung dafür,  dass  
die bevollmächtigten bzw. berechtigten Personen die vorstehen-
den Pflichten kennen und beachten.

4. Haftungsausschluss der Bank 
Die Bank übernimmt keinerlei Gewähr für die Richtigkeit und Voll-
ständigkeit der von ihr in der App übermittelten Daten, Infor
mationen, Mitteilungen usw. (nachfolgend «Daten» genannt). Ins-
besondere gelten Angaben über Konten und Depots (Salden, 
Auszüge, Transaktionen usw.) sowie allgemein zugängliche Infor-
mationen wie Börsen- und Devisenkurse als vorläufig und un- 
verbindlich. Die in der App enthaltenen Daten stellen keine ver-
bindlichen Offerten dar, es sei denn, sie seien ausdrücklich  
als verbindliche Offerten gekennzeichnet. 

Die Dienstleistungen in der App werden über ein offenes, für 
jedermann zugängliches Netz (Internet, Telefonnetz usw.) übermit-
telt. Die Bank übernimmt keine Haftung für sämtliche Schäden,  
die aus der Benutzung des offenen Netzes entstehen. Insbesonde
re haftet die Bank nicht für Schäden, die dem Kunden und/oder 
Bevollmächtigten als Folge von Übermittlungsfehlern, technischen 
Mängeln, Störungen, Unterbrüchen Verarbeitung), rechtswid-
rigen Eingriffen in Einrichtungen von Netzwerk- und/oder Telekom
munikationsbetreibern, Überlastung der Einrichtungen von  
Netzwerk- und/oder Telekommunikationsbetreibern, mutwilliger 
Blockierung der elektronischen Zugänge durch Dritte, Störungen, 
Unterbrüchen oder anderen Unzulänglichkeiten seitens der  
Netzwerk- und/oder Telekommunikationsbetreiber entstehen. 

Die Bank kann weder einen unbeschränkten Zugang zur App  
noch eine unbeschränkte Benutzung der App gewährleisten. 
Ebenso wenig kann die Bank eine unbeschränkte Betriebsbereit-
schaft des Internets gewährleisten. Die Bank haftet bei Anwen-
dung der geschäftsüblichen Sorgfalt nicht für die Folgen von Stö-
rungen und Unterbrüchen in der Verarbeitung oder im 
AppBetrieb der Bank (z. B. verursacht durch rechtswidrige Eingriffe 
ins Banksystem). 

Soweit gesetzlich zulässig übernimmt die Bank keinerlei Verant-
wortung für das Endgerät des Benutzers, den technischen Zugang 
zur App sowie die dafür notwendige Hard- und Software. 

Der Online-Verkehr erfolgt über ein offenes Telekommunikations-
netz. Die Bank schliesst die Haftung für sämtliche Schäden, die  
aus der Benutzung des Telekommunikationsnetzes entstehen, aus.

Die Bank behält sich bei der Feststellung von Sicherheitsrisiken 
jederzeit vor, die App zum Schutz des Benutzers zu deren 
Behebung zu unterbrechen. Für aus diesem Unterbruch allfällig 
entstandenen Schaden übernimmt die Bank keine Haftung. 

Die Bank übernimmt bei leichtem Verschulden keine Haftung. Ins-
besondere schliesst die Bank die Haftung bei leichtem Verschul- 
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den aus für nicht bzw. nicht fristgerecht ausgeführte Aufträge und 
daraus entstehende Schäden, für Schäden, die durch ihre  
Hilfspersonen in Ausübung ihrer Verrichtung verursacht werden, 
sofern die Bank die geschäftsübliche Sorgfalt angewendet hat. 

5. Sperre 
Der Kunde kann den Zugang oder den Zugang seiner bevoll-
mächtigten bzw. berechtigten Personen sowie jeder Benutzer  
seinen eigenen Zugang zu der App durch die Bank während der 
Geschäftszeiten der Bank sperren lassen. 

Überdies kann der eigene Zugang zur App jederzeit durch die 
mehrmalige Eingabe einer falschen PIN oder eines falschen Pass-
worts gesperrt werden. 

Die Sperre kann vom berechtigten Benutzer telefonisch oder mit 
schriftlichem Einverständnis wieder aufgehoben werden.

Ebenso ist die Bank berechtigt, den Zugang eines oder aller 
Benutzer zu einzelnen oder allen App-Dienstleistungen jederzeit 
ohne Angabe von Gründen und ohne vorherige Kündigung  
zu sperren. 

Der Kunde trägt das Risiko für den Einsatz der persönlichen  
Legitimationsmittel der Benutzer bis zum Zeitpunkt, zu dem die 
Sperre innert geschäftsüblicher Frist wirksam geworden ist. 

6. Vollmachtsbestimmungen 
Die Ermächtigung des Benutzers zur Inanspruchnahme der App 
gilt bis zu einem schriftlichen Widerruf. Es wird ausdrücklich 
bestimmt, dass eine erteilte Ermächtigung mit dem Tod, der Strei-
chung der Zeichnungsberechtigung oder der Löschung aus  
dem Handelsregister, der Verschollenerklärung oder dem allfälli-
gen Verlust der Handlungsfähigkeit des Kunden nicht erlischt, 
sondern bis zum schriftlichen Widerruf, ungeachtet anderslauten-
der Handelsregistereinträge oder Veröffentlichungen, in Kraft 
bleibt. Die Bank behält sich vor, bei Kenntnisnahme vom Tod, von 
der Verschollenerklärung sowie vom Verlust der Handlungs
fähigkeit des Kunden Zugriffsberechtigungen von Bevollmächtig-
ten jederzeit einzuschränken. 

7. Börsenaufträge 
Börsenaufträge können nur während der jeweiligen Börsenbe-
triebszeiten ausgeführt werden. 

Die Verarbeitung der vom Benutzer an die Bank erteilten Aufträge 
hängt ab von technischen Voraussetzungen, den Geschäftszei- 
ten der Bank und den Handelszeiten des jeweiligen Börsenplatzes. 
Die Bank übernimmt insbesondere im Zusammenhang mit Kurs
verlusten keine Haftung, wenn Börsenaufträge nicht fristgerecht 
ausgeführt werden und die Bank ihre geschäftsübliche Sorgfalt 

nicht verletzt hat. Die gleiche Freizeichnung gilt auch für den Fall, 
dass der Börsenauftrag aus anderen Gründen, namentlich  
wegen mangelnder Bonität des Kunden, nicht oder verzögert aus-
geführt werden kann. 

Erteilt der Benutzer Börsenaufträge, verpflichtet er sich, sich an  
die entsprechenden einschlägigen Normen, die das jeweilige 
Geschäft und den jeweiligen Börsenplatz regeln, zu halten.  
Der Benutzer nimmt zudem zur Kenntnis, dass für in der App erteilte 
Börsenaufträge keine persönliche Beratung durch die Bank 
erfolgt. Die Bank überprüft bei derartigen Transaktionen via App 
nicht, ob diese mit einem allfällig vereinbarten Anlageziel im 
Einklang stehen, für den Kunden angemessen sind oder den Kennt-
nissen und Erfahrungen des Kunden und/oder des Bevolkmäch- 
tigten entsprechen. Der Benutzer bestätigt, die Broschüre «Risiken 
im Handel mit Finanzinstrumenten» erhalten, gelesen und zur 
Kenntnis genommen zu haben, und verpflichtet sich, die jeweils 
gültige Broschüre «Risiken im Handel mit Finanzinstrumenten»  
zu konsultieren. Der Benutzer erklärt, dass er mit den Usanzen des 
Börsengeschäfts im Rahmen der von ihm erteilten Aufträge ver-
traut ist, insbesondere die Risiken der einzelnen Geschäftsarten 
kennt und damit einverstanden ist. Der Benutzer ist damit ein
verstanden, dass die Bank ihm keine zusätzlichen Informationen  
oder Unterlagen über Anlageinstrumente oder Anlageklassen  
zur Verfügung stellt. 

Die Bank ist berechtigt, Börsenaufträge zurückzuweisen oder zu 
stornieren, sofern diese mit den einschlägigen Normen, die das 
jeweilige Geschäft und den jeweiligen Börsenplatz regeln, nicht 
im Einklang stehen. 

Durch neue Regulatorien (z. B. MiFID II) könnte die vom Benutzer 
eingegebene Kurslimite aufgrund einer abweichenden Kurs
abstufung nicht handelbar sein. In diesem Fall passt die Bank den 
entsprechenden Auftrag bei Käufen auf die nächsttiefere bzw.  
bei Verkäufen auf die nächsthöhere handelbare Kursabstufung 
an. Der Benutzer nimmt zur Kenntnis, dass es in Ausnahmefäl- 
len möglich ist, dass der aufgegebene Börsenauftrag automatisch 
annulliert und der Benutzer angehalten wird, die Abwicklung  
des Börsenauftrags entsprechend zu überprüfen. 

Im Zusammenhang mit ausländischen bzw. im Ausland verwahr- 
ten Depotwerten können der Benutzer und/oder die Bank gemäss 
anwendbarem ausländischem Recht zur Offenlegung von Trans
aktions-, Bestands-, Kundendaten sowie Daten von mit dem Kun-
den verbundenen Drittpersonen (insbesondere Name/Firma, 
Adresse, Kundennummer, IBAN bzw. Depot-/Kontonummer) gegen-
über ausländischen Börsen, Brokern, Banken, Transaktionsre
gistern, Abwicklungsstellen, Dritt- und Zentralverwahrern, Emitten-
ten, Behörden oder deren Vertretern sowie anderen Dritten 
verpflichtet sein. Damit kann sich ein Konflikt zwischen solchen 
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ausländischen Offenlegungspflichten und schweizerischem  
Recht (Bankkundengeheimnis) ergeben, zu dessen Einhaltung die 
Bank verpflichtet ist. Der Benutzer entbindet hiermit die Bank,  
ihre Angestellten und Beauftragten in diesem Zusammenhang von 
ihren Geheimhaltungspflichten und verzichtet auf das Bankkun
dengeheimnis. Der Benutzer erklärt sich auch zur Unterzeichnung 
spezieller Erklärungen und/oder Dokumente bereit, die gele
gentlich für die Verwahrung oder die Ausführung von Geschäften 
mit Depotwerten verlangt werden. Andernfalls kann die Bank  
die Verwahrung oder die Ausführung der Geschäfte verweigern 
oder andere Massnahmen treffen, zum Beispiel die Liquidation  
der betroffenen Depotwerte. 

Der Benutzer ist für die Erfüllung allfälliger Meldepflichten gegen-
über Gesellschaften, Behörden, Börsen und anderen Dritten  
sowie allfälliger Pflichten zur Unterbreitung eines Übernahmeange
bots verantwortlich. Die Bank ist nicht verpflichtet, den Benutzer  
auf diese Pflichten hinzuweisen. Die Bank ist berechtigt, Verwal-
tungshandlungen für Depot-werte, die zu Meldepflichten der 
Bank führen, unter Mitteilung an den Benutzer ganz oder teilwei-
se zu unterlassen. 

8. Transaktionsbestätigungen 
Die Bank behält sich vor, vom jeweiligen Benutzer zur Bestätigung 
seines Auftrags eine Transaktionsbestätigung zu verlangen.  
In diesen Fällen ist der Benutzer verpflichtet, die ihm von der Bank 
übermittelten Daten mit seinen Daten (z. B. auf dem Original
beleg) zu vergleichen und auf deren Richtigkeit hin zu überprüfen. 
Sind nach Ansicht des Benutzers die von der Bank übermittel- 
ten Daten korrekt, muss der Benutzer, sofern er den Auftrag an 
die Bank zu erteilen wünscht, diesen Auftrag bestätigen. Sind 
nach Ansicht des Benutzers die von der Bank übermittelten Daten 
nicht korrekt, ist der Benutzer verpflichtet, die Transaktion abzu
brechen. Solange seitens des Benutzers keine Transaktionsbestäti-
gung erfolgt, gilt der Auftrag als nicht erteilt, weshalb er von  
der Bank nicht zu bearbeiten ist.

9. Gesicherter elektronischer Kommunikationskanal  
(«Kundenportal»)
Die Bank stellt in der App einen geschützten Kommunikationska-
nal für den beidseitigen Austausch von Informationen zwischen 
dem Kunden und der Bank zur Verfügung. Die Bank empfiehlt dem 
Kunden, anstelle von unverschlüsselten Kanälen (z.B. unver
schlüsselte E-Mail) diesen geschützten Kommunikationskanal zu 
nutzen. Der Kunde anerkennt, sofern SMS, E-Mail und Push- 
Nachrichten verwendet oder durch den Kunden aktiviert werden, 
dass die Übermittlung unter Umständen unverschlüsselt erfolgt. 
Sofern die Bank als Absenderin ersichtlich ist, können Dritte auf 
eine Bankbeziehung schliessen. Der Kunde nimmt zustimmend  

zur Kenntnis, dass in diesen Fällen das Bankkundengeheimnis und 
der Datenschutz nicht gewahrt wird.

Die Bank ist nicht verpflichtet, Aufträge via Kundenportal auszu-
führen. Solche Aufträge sind via die jeweiligen Funktionen der 
App für die konkrete Dienstleistung zu platzieren. Die aus zeitver-
setzter Bearbeitung allfällig resultierenden Risiken und Konse-
quenzen trägt der Kunde.

Mitteilungen der Bank gelten mit der Speicherung in der App als 
ordnungsgemäss zugestellt. Der Kunde ist verpflichtet, die an  
ihn adressierten Mitteilungen zeitgerecht zur Kenntnis zu nehmen.

Der Kunde kann in der App Benachrichtigungen (nachfolgend 
«Notifikationen») einrichten (z.B. für eingehende Mitteilungen  
der Bank). Der Kunde nimmt zur Kenntnis, dass die Notifikationen 
systembedingt über ungesicherte Kanäle (Push-Nachrichten, 
E-Mail oder SMS) erfolgen und Rückschlüsse zu Sender und Emp-
fänger ermöglichen. Weiter nimmt der Kunde zur Kenntnis,  
dass diese Notifikationskanäle ausserhalb der Kontrolle der Bank 
liegen und die Bank nicht sicherstellen kann, dass diese bspw. 
nicht verändert, abgefangen oder blockiert werden. Mit der Anga-
be der Empfängeridentifikation (z.B. Mobiltelefonnummer) be- 
stätigt der Kunde, deren rechtmässiger Nutzer und Verfügungsbe-
rechtigter zu sein. Der Kunde muss die Empfängeridentifikation 
bei einem allfälligen Wechsel rechtzeitig der Bank bekanntgeben 
bzw. in der App ändern.

10. Digitaler Finanzassistent
Der digitale Finanzassistent ist Teil der App und unterstützt den 
Kunde bei der Verwaltung seiner Finanzen.  
Der digitale Finanzassistent ordnet alle verfügbaren Transaktio-
nen (z. B. Überweisungen sowie Zahlungen per Karte [z. B. Visa 
Debit und Monatsbelastung Kreditkarte] automatisch bestimmten 
Kategorien zu, stellt Einnahmen und Ausgaben grafisch dar  
und unterstützt bei der Beachtung von persönlichen Budgets und 
Sparzielen. Der Kunde kann die Ausgabenkategorien seinen 
Bedürfnissen anpassen sowie die Transaktionen mit eigenen  
Angaben ergänzen und nach verschiedenen Kriterien (z.B. Stich
worten) durchsuchen.

Für die automatisierte Kategorisierung der Transaktionen nutzt  
die Bank die technische Infrastruktur eines externen Dienstleisters, 
welcher der Geheimhaltungspflicht untersteht. Es werden  
durch die Bank keine Daten, die Rückschlüsse auf Personen zulas-
sen würden, an diesen oder andere externe Dienstleister weiter-
gegeben. 
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Die Bank ist berechtigt, im Rahmen der gesetzlichen Bestimmun-
gen diese Daten zum Zweck der Beratung und dem Angebot  
von Produkten und Informationen, welche nach Beurteilung der 
Bank für den Kunden von Interesse sein könnte, sowie für Risiko
managementzwecke, zu verwenden. Ist der Kunde mit dieser Ver-
wendung seiner Daten nicht einverstanden, so hat er die Nut-
zung der App zu unterlassen.

11. Anlegerinformationen
Die über die App zugänglichen Informationen zu Anlageproduk-
ten begründen weder eine Aufforderung noch ein Angebot  
oder eine Empfehlung zum Erwerb oder Verkauf von Anlageinstru-
menten oder zur Tätigung sonstiger Transaktionen oder zum 
Abschluss irgendeines Rechtsgeschäftes. Die Informationen erset-
zen keinesfalls die persönliche Beratung durch qualifizierte  
Fachpersonen und es sollten allein gestützt auf die Informationen 
in dieser App keine Anlage- oder andere Vermögensentscheide 
gefällt werden. Kunden, die sich für ein bestimmtes Anlageprodukt 
interessieren, sind angehalten, vor dem Anlageentscheid die 
vollständige Produktdokumentation und die Broschüre der Schwei
zerische Bankiervereinigung SwissBanking über «Besondere Risi-
ken im Effektenhandel», abrufbar unter https://www.zugerkb.ch/
rechtliche-hinweise, sorgfältig zu lesen.

12. Bankgeheimnis und Datenschutz 
Der Benutzer nimmt zur Kenntnis, dass die Daten über ein offenes, 
jedermann zugängliches Netz transportiert werden. Die Daten 
werden somit regelmässig und unkontrolliert grenzüberschreitend 
übermittelt. Dies gilt auch für eine Datenübermittlung, wenn  
sich Sender und Empfänger in der Schweiz befinden. Zwar werden 
die einzelnen Datenpakete verschlüsselt übermittelt. Unver
schlüsselt bleiben jedoch jeweils Absender und Empfänger. Diese 
können auch von Dritten gelesen werden. Der Rückschluss  
auf eine bestehende Bankbeziehung ist deshalb für einen Dritten 
möglich. Der Benutzer nimmt zudem in Kauf, dass Informatio- 
nen der Bank, die sich der Benutzer separat via E-Mail, SMS 
usw. übermitteln lässt, in der Regel unverschlüsselt erfolgen,  
weshalb Bankgeheimnis und Datenschutz nicht gewahrt sind.

Beansprucht der Benutzer eine weitere App-basierte Dienstleis-
tung (zum Beispiel im Rahmen des Legitimationsverfahrens mit digi-
talem Code oder Freigabefunktion) oder den unabhängigen Ver-
sand von Push-Notifikation, SMS, E-Mail usw., nimmt er zur 
Kenntnis und erklärt sich damit einverstanden, dass die Bank die 
vom Benutzer ausgewählte Telefonnummer und die an ihn zu 
übertragenden Daten an die für den digitalen Versand notwendi-
gen Telekommunikationsunternehmen weiterleitet. Drittanbieter  
von Apps oder mobilen Betriebssystemen erhalten durch die Be
nutzung einer App möglicherweise Personendaten, die sie  
bearbeiten können. Der Benutzer erklärt sich damit einverstan-
den, dass die Bank für die Angebotsoptimierung und für stati

stische Zwecke Trackingdaten erheben kann, die Auskunft über 
das Nutzerverhalten geben. 

Im Rahmen von Anmelde- oder Registrierungsverfahren oder 
sonstigen Legitimationsprozessen sowie bei Sperranfragen aus-
serhalb der Bürozeiten der Bank ist die Bank berechtigt, erfor
derliche Personen- und/oder Identifikationsdaten von Ihnen wie 
beispielsweise Name und Vorname, IP-Adresse, Geräte ID  
oder die Mobiltelefonnummer an beauftragte Dritte bekanntzu-
geben. Die Bekanntgabe kann auch grenzüberschreitend er- 
folgen. Beteiligte Dritte, insbesondere Apple, Google und andere 
Anbieter von Apps und Betriebssystemen, können allenfalls auf 
eine Kundenbeziehung mit der Bank schliessen. Der Kunde entbin-
det die Bank in diesem Umfang von der Wahrung des Bankkun-
dengeheimnisses. 

Die Bank wird ermächtigt, sämtliche im Rahmen der elektronischen 
Dienstleistungen erlangten Daten für eigene Marketingzwecke 
(z.B. Bankprodukte und -dienstleistungen) zu bearbeiten. Im Übri-
gen gelten die entsprechenden Bestimmungen der Allgemeinen 
Geschäftsbedingungen, abrufbar unter https://www.zugerkb.ch/
docs/default-source/broschueren/agb-basisdokument.pdf.  
Weitere Informationen finden sich zudem in der Datenschutzer-
klärung der Bank, abrufbar unter https://www.zugerkb.ch/ 
datenschutz-fuer-kunden.

13. Ausländische Gesetze/Import- und  
Exportbeschränkungen 
Der Benutzer nimmt zur Kenntnis, dass er mit der Nutzung der 
App aus dem Ausland unter Umständen Regeln des ausländi-
schen Rechts verletzt. Es ist Sache des Benutzers, sich darüber zu 
informieren. Die Bank lehnt diesbezüglich jede Haftung ab.
Sollte der Benutzer die App vom Ausland aus nutzen, nimmt er ins-
besondere zur Kenntnis, dass es Import- und Exportbeschrän
kungen für die Verschlüsselungsalgorithmen geben kann, gegen 
die er gegebenenfalls verstösst, wenn er die App aus dem Aus-
land nutzt. 

Die Bank ist befugt, den Umfang der zur Verfügung stehenden 
Funktionen der App jederzeit und ohne vorgängige Anzeige anzu- 
passen bzw. zu beschränken.
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14. Sicherheit/Risikotragung 
Aufgrund der bei der Bank eingesetzten Verschlüsselung ist es 
grundsätzlich keinem Unberechtigten möglich, die vertraulichen 
Benutzerdaten einzusehen. Dennoch kann auch bei allen dem 
neusten Stand der Technik entsprechenden Sicherheitsvorkehrun-
gen und der gebührend angewendeten Sorgfalt sowohl auf 
Bank- wie auf Benutzerseite eine absolute Sicherheit nicht ge- 
währleistet werden. Das Endgerät und/oder das Netzwerk  
des Benutzers sind Teil des Gesamtsystems. Diese befinden sich 
jedoch ausserhalb der Kontrolle der Bank und somit in der 
Risikosphäre des Kunden und können zu einer Schwachstelle  
des Systems werden. 

Die Benutzer nehmen die nachstehenden Risiken in Kauf und ver-
pflichten sich, die nachstehend aufgeführten und auf den Inter
netseiten der jeweiligen Dienstleistungen angebrachten oder in 
anderer Form dem Benutzer zur Verfügung gestellten Sicher
heitsinformationen zur Kenntnis zu nehmen und allenfalls empfoh-
lene Sicherheitsmassnahmen innert nützlicher Frist umzusetzen.  

Es besteht immer die Gefahr, dass sich Viren auf dem Endgerät aus-
breiten, wenn Kontakt mit der Aussenwelt besteht. Der Einsatz  
von Antiviren-Programmen und Firewalls kann das Risiko vermin-
dern, zu deren Installation sich der Benutzer verpflichtet. Es 
obliegt dem Benutzer, sich über die erforderlichen Sicherheitsvor-
kehrungen zu informieren. Der Benutzer darf nur mit Software  
aus vertrauenswürdigen Quellen arbeiten. Die Erstellung einer Ver- 
kehrscharakteristik durch Internet-Provider kann niemand aus-
schliessen, das heisst, der Provider hat die Möglichkeit, nachzuvoll-
ziehen, wann der Benutzer mit wem in Kontakt getreten ist. Es  
ist möglich, dass sich ein Dritter während der Nutzung des Inter-
nets unbemerkt Zugang zum Endgerät des Benutzers verschafft.  
Die Betriebsbereitschaft des Internets kann nicht gewährleistet wer-
den. Insbesondere ist es möglich, dass Übermittlungsfehler,  
technische Mängel, Störungen, rechtswidrige Eingriffe in Einrich-
tungen des Netzes, Überbelastung des Netzes, mutwillige  
Blockierungen der elektronischen Zugänge durch Dritte, Unter-
brüche oder andere Unzulänglichkeiten seitens der Netz- 
betreiber auftreten. 

15. Gebühren und weitere Konditionen 
Die Bank kann Gebühren und weitere Konditionen für die App 
erheben. Die Bank behält sich vor, diese jederzeit zu ändern  
und auf geeignete Weise bekannt zu geben, zum Beispiel als elek-
tronische Meldung in der App. Sie gelten ohne schriftlichen 
Widerspruch innert 30 Tagen, auf jeden Fall aber mit der nächs-
ten Nutzung der App, als genehmigt.

Vorbehalten bleiben Gebühren für die jeweiligen Bankdienst
leistungen, die sich je nach den jeweils geltenden Konditionen der 
Bank richten.

Zudem können durch das Herunterladen und die weitere Nutzung 
der App Kosten für den Download von Daten entstehen können. 
Dies hat der Kunde mit seinem jeweiligen Anbieter zu klären.

16. Kündigung 
Die Kündigung der App kann von beiden Parteien jederzeit 
schriftlich mit sofortiger Wirkung und ohne Begründung erfolgen. 
Im Übrigen kann die Bank den Zugang ohne Kündigung  
und vorgängige Information sperren, wenn die App während 
einer Dauer von mindestens zwölf Monaten nicht benutzt worden 
sind. Die Bank bleibt trotz Kündigung berechtigt, sämtliche  
noch vor der Kündigung ausgelösten und hängigen Transaktionen 
rechtsverbindlich für den Kunden zu verarbeiten. Nach erfolgter 
Kündigung sind die Legitimationsmittel unbrauchbar zu machen 
bzw. zu löschen. 

17. Teilnichtigkeit 
Die Ungültigkeit, Widerrechtlichkeit oder fehlende Durchsetz
barkeit einzelner oder mehrerer Bestimmungen dieser Regelung 
berührt die Gültigkeit der übrigen Bedingungen nicht.

18. Änderungen der Bedingungen 
Die Bank behält sich die jederzeitige Änderung der vorliegen- 
den Bedingungen vor. Eine solche wird auf geeignete Weise 
bekannt gegeben, zum Beispiel als elektronische Meldung in der 
App, und gilt ohne schriftlichen Widerspruch innert 30 Tagen  
seit Bekanntgabe, auf jeden Fall aber mit der nächsten Nutzung 
der App als genehmigt. Im Widerspruchsfall steht es dem Kun- 
den frei, die betroffene Dienstleistung vor Inkrafttreten der Ände-
rung mit sofortiger Wirkung zu kündigen, falls der Kunde  
sich mit der Bank bis zu jenem Zeitpunkt nicht anderweitig eini-
gen kann.

Letzte Aktualisierung: Februar 2026


